REPORTING FORM

Scenario #1
“Jake and His Virus”

Question:
Circle the C3 Concept(s) you would suggest Jake review before ever logging into another computer? (If you think several apply, please circle all of them and explain your reasons below.)

<table>
<thead>
<tr>
<th>CYBER SECURITY</th>
<th>CYBER SAFETY</th>
<th>CYBER ETHICS</th>
</tr>
</thead>
</table>

Reason(s) Why?
___________________________________________________________________________
___________________________________________________________________________
___________________________________________________________________________

There are four major mistakes Jake made in this scenario. Using the WWW Decision Tool and the questions it reminds you to ask yourself before submitting personal information, can your team identify Jake’s mistakes?

Answers:
1.__________________________________________________________________________
2.__________________________________________________________________________
3.__________________________________________________________________________
4.__________________________________________________________________________

Good for you! You have successfully identified the mistakes Jake made. Can your team also list the thoughts and actions Jake should have taken after each of his errors that would have prevented further damage.

Answers:
1.__________________________________________________________________________
2.__________________________________________________________________________
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Scenario #2
“Emily and Romanita’s Long Distance Friendship”

Question:
Circle the C3 Concept(s) you would suggest Emily review before logging back into her computer? (If you think several apply, please circle all of them and explain your reasons below.)

<table>
<thead>
<tr>
<th>CYBER SECURITY</th>
<th>CYBER SAFETY</th>
<th>CYBER ETHICS</th>
</tr>
</thead>
</table>

Reason(s) Why?

___________________________________________________________________________
___________________________________________________________________________
___________________________________________________________________________

Emily did some things right in this scenario, but unfortunately it took her a little while to make the correct choice. 1. Use your knowledge of the WWW Decision Tool to identify the main error Emily made in this scenario. 2. How did this “unknown person” trick Emily into thinking they were friends?

Answers:

1.__________________________________________________________________________

2.__________________________________________________________________________
Although Emily took some good steps to prevent further communication with this online stranger, there are still several other steps Emily should take to make sure she stays safe and doesn’t receive this “friend request” again. Can your team identify these other steps?

Answers:

1. __________________________________________________________________________

2. __________________________________________________________________________

3. __________________________________________________________________________
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Scenario #3
“Aimee’s Bad Country Countdown”

Question:

Circle the C3 Concept(s) you would suggest Aimee review? (If you think several apply, please circle all of them and explain your reasons below.)

<table>
<thead>
<tr>
<th>CYBER SECURITY</th>
<th>CYBER SAFETY</th>
<th>CYBER ETHICS</th>
</tr>
</thead>
</table>

Reason(s) Why?

___________________________________________________________________________

___________________________________________________________________________

___________________________________________________________________________

Aimee made several poor choices regarding her music downloading behavior. Can your team identify the four major mistakes Aimee made? (Hint: One is a little tricky!)

Answers:

1. __________________________________________________________________________

2. __________________________________________________________________________

3. __________________________________________________________________________
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Question: Now think critically about the following and provide your answers below:

1. Did Aimee do anything illegal?
2. Is Aimee’s “friend” truly a friend? Explain your team’s answer.
3. Who are Aimee’s actions most unfair to? Why?

Answers:

1. 

2. 

3. 

4. 
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Scenario #4
“Alex’s Adventures in Search of the Perfect Golf Bag”

Question:

Circle the C3 Concept(s) you would suggest Alex’s mom review? (If you think several apply, please circle all of them and explain your reasons below.)

<table>
<thead>
<tr>
<th>CYBER SECURITY</th>
<th>CYBER SAFETY</th>
<th>CYBER ETHICS</th>
</tr>
</thead>
</table>

Reason(s) Why?

Alex protected his mom from making several major mistakes.

1. What should she have been looking for on the website before submitting credit card information? (Provide team answer below.)
2. List three risks that could have happened if Alex’s mom had gone through with the purchase and provided her personal information. (Provide team answers below.)

Answers:
1. ____________________________________________________________________________
2. ____________________________________________________________________________
3. ____________________________________________________________________________
4. ____________________________________________________________________________

Question: If Alex’s mom still wanted to purchase the golf bag online, using the WWW Decision Tool, what steps would you suggest she take to make sure her purchase is a safe one for her and for the family’s computer?

Answers:
1. ____________________________________________________________________________
2. ____________________________________________________________________________
3. ____________________________________________________________________________
4. ____________________________________________________________________________
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Scenario #5
“Scott’s School Stays Safe”

Question:
Circle the C3 Concept(s) you would suggest Scott review to make sure he fully understands the risk he almost took? *(If you think several apply, please circle all of them and explain your reasons below.)*

<table>
<thead>
<tr>
<th>CYBER SECURITY</th>
<th>CYBER SAFETY</th>
<th>CYBER ETHICS</th>
</tr>
</thead>
</table>
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Reason(s) Why?

Scott started to make a potentially big mistake but wisely changed his mind after reading up on threats from free downloads.

1. List a common threat associated with free downloads.
2. Is there a way to tell if a free download is legitimate?
1. Do you think Scott stopped his actions in enough time to prevent harm to the school’s computer and network?
2. List any potential risks that could have happened if Scott had continued to provide personal or school information.

Answers:
1. __________________________________________________________________________
2. __________________________________________________________________________
3. __________________________________________________________________________
4. __________________________________________________________________________

Question:
1. What would you recommend Scott do to make sure school and student information was not hijacked from a computer hacker posing a fake free download?
2. List the three important questions Scott should know the answers to before providing any personal information online, especially to some unknown person promising something for free.

Answers:
1. __________________________________________________________________________
2. __________________________________________________________________________
3. __________________________________________________________________________
4. __________________________________________________________________________
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Scenario #6
“Roxanna Keeps Her Family’s Computer Safe and Secure”

Question:

Circle the C3 Concept(s) Roxanna best followed in this scenario? (If you think several apply, please circle all of them and explain your reasons below.)

<table>
<thead>
<tr>
<th>CYBER SECURITY</th>
<th>CYBER SAFETY</th>
<th>CYBER ETHICS</th>
</tr>
</thead>
</table>

Reason(s) Why?

___________________________________________________________________________

___________________________________________________________________________

___________________________________________________________________________

1. Should Roxanna have accepted the prompt to update the anti-virus software on her family’s computer?
2. Is there anything Roxanna should look for before accepting the updates?

Answers:

1.__________________________________________________________________________
2.__________________________________________________________________________

Are there any risks associated with accepting these actions? If so, list them below and explain your answers.

Answers:

1.__________________________________________________________________________
2.__________________________________________________________________________
3.__________________________________________________________________________
4.__________________________________________________________________________
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Scenario #7
“Curtis’ Password Challenge”

Question:
Circle the C3 Concept(s) you would suggest Curtis review and have his friends review immediately. (If you think several apply, please circle all of them and explain your reasons below.)

CYBER SECURITY  CYBER SAFETY  CYBER ETHICS

Reason(s) Why?
___________________________________________________________________________
___________________________________________________________________________

Questions:
Curtis’ friends made a critical mistake when they revealed their passwords.

1. List two potential risks these students brought upon themselves when they shared this personal information?

2. Should Curtis share this information with his classmates since they are “friends”? Explain your answer.

Answers:
1. ______________________________________________________________________
2. What steps should Curtis’ “friends” take to restore their security and protect valuable information?

3. What are the key questions Curtis should remember before providing personal information?

4. Are Curtis’s “friends” really acting like true friends? Explain your team’s answer below.

Questions:

1. What steps should Curtis’ “friends” take to restore their security and protect valuable information?

2. What are the key questions Curtis should remember before providing personal information?

3. Are Curtis’s “friends” really acting like true friends? Explain your team’s answer below.

Answers:

1. _______________________________________________________________________

2. _______________________________________________________________________

3. _______________________________________________________________________
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Scenario #8
“Caroline Catches Bullies”

Question:

Circle the C3 Concept(s) you would suggest Caroline share with Susanne to make her realize she does not have to tolerate this behavior? *(If you think several apply, please circle all of them and explain your reasons below.)*

<table>
<thead>
<tr>
<th>CYBER SECURITY</th>
<th>CYBER SAFETY</th>
<th>CYBER ETHICS</th>
</tr>
</thead>
</table>

Reason(s) Why?

___________________________________________________________________________

___________________________________________________________________________

Questions:
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1. Are the actions of Susanne’s unkind classmates illegal? (Please explain your answer below.)

2. What are the three steps Susanne should immediately do when receiving these messages?

**Answers:**

1. ____________________________________________________________________________

2. ____________________________________________________________________________

Questions:

1. If Susanne doesn’t want to tell on the individuals who sent the unkind emails, what should Caroline do in this situation? List two steps your team recommends Caroline taking.

2. What is the word used to describe people who use the Internet to spread gossip, harass individuals, or ruin someone’s reputation?

3. Do you know your school’s rules for dealing with this type of unethical online behavior?

**Answers:**

1. ____________________________________________________________________________

2. ____________________________________________________________________________

3. ____________________________________________________________________________