Telework Cybersecurity Best Practices

Webinar will begin promptly at 2pm Eastern
*All speakers will remain muted until that time
*This webinar will be recorded

www.staysafeonline.org  @staysafeonline
Thanks to our National Sponsors

Over 6,000 webinar attendees
Over 5,000 workshop attendees
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“This was an excellent webinar with good information for small businesses and tech support companies like us who provide advice on support and security to our customers. The information covered can be passed along to our customers so they are #CyberAware!”
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Greg Young, Vice President Cybersecurity
Helping Teleworkers Be Secure

Give them security tools
Protect non-corporate devices
Home routers are weak
Secure Web Gateways
Enterprise storage i.e. Dropbox
Split Tunneling = Telework + SWG

Often missed for new teleworkers is SWG – Split tunnel VPNS = risky browsing
Video and Voice Conferencing: Enterprise or BYOVC

Enterprise versions:

- SSO
- Managed downloads
- Policy Restrictions
- Private options
Video and Voice Conferencing: Enterprise or BYOVC

Bring Your Own:

Unfamiliar interfaces
Could be malware
Extra set of credentials
Where am I storing that recording again?
Don’t Make It Worse...

- Bulk forced password resets for teleworkers
- Loosening policies on password resets
- No recommended apps/tools
- Only supporting in-office apps
greg_young@trendmicro.com
@OrangeKlaxon
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Additional Resources

Trend Micro Blog: Suddenly Teleworking Securely
https://blog.trendmicro.com/suddenly-teleworking-securely/

NCSA’s COVID-19 Library

Avoiding Cyber Threats and Scams
- CISA: Defending Against COVID-19 Cyber Scams
- CISA: CISA Alerts and Recommendations
- CISA: Recommendations on VPN Security
- Cofense: Coronavirus Phishing Infocenter
- ESET: Beware Scams Exploiting Coronavirus Fears
- FTC: Tips for Avoiding Coronavirus Scams

Security Tips for Working Remotely
- CrowdStrike: Cybersecurity in the time of COVID-19: Keys to Enabling (and Securing) a Remote Workforce
- Cyber Readiness Institute: Securing A Remote Workforce
- EDUCAUSE: Resources for Business Continuity and Alternative Education Delivery
- EDUCAUSE: Corporate Resources for COVID-19
- ESET: COVID-19 and the Forced Workplace Exodus

Government Assistance and Other Guidance
- CDC: What You Need to Know About COVID-19
- EDUCAUSE: Student Privacy during the COVID-19 Pandemic Whitepaper (PDF)
- IRS: Coronavirus Tax Relief
- SBA: SBA Disaster Assistance in Response to Coronavirus
- WHO: Coronavirus Disease (COVID-19) Outbreak
SECURING THE SMALL BUSINESS COMMUNITY DURING COVID-19

New, free NCSA webinar series bringing together experts to discuss timely topics to help secure the nation's small & medium-sized business community during the COVID-19 outbreak.

**Webinar Schedule:**

<table>
<thead>
<tr>
<th>Date</th>
<th>Topic</th>
</tr>
</thead>
<tbody>
<tr>
<td>Tuesday, April 7</td>
<td>Telework Cybersecurity Best Practices</td>
</tr>
<tr>
<td>Tuesday, April 21</td>
<td>E-Commerce &amp; Mobile Payment Security</td>
</tr>
<tr>
<td>Tuesday, May 5</td>
<td>COVID-19 Scams Targeting Small Business</td>
</tr>
<tr>
<td>Tuesday, May 12</td>
<td>Phishing, Vishing &amp; Smishing Attacks</td>
</tr>
<tr>
<td>Tuesday, May 26</td>
<td>COVID-19 Scams Targeting Small Business</td>
</tr>
<tr>
<td>Tuesday, June 9</td>
<td>Telework Cybersecurity Best Practices</td>
</tr>
</tbody>
</table>

Register for the free webinars here: [https://staysafeonline.org/event_category/cybersecure-my-business/](https://staysafeonline.org/event_category/cybersecure-my-business/)
*This webinar will be recorded and will be distributed to registrants after the webinar concludes*